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Topic 1
User Authentication in SIP 

The Session Initiation Protocol allows people to set up sessions
between each other, make "calls". The session can be anything from
Voice-over-IP or video phonecall to instant messaging or file
transfer. A critical aspect of the service is making sure the
party, either calling or called, is truly the right one. This
requires proper user authentication. 
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Topic 2
Security Mechanisms in WLAN Networks 

Wireless Local Area networks are a very popular and constantly
growing technology to connect users and devices to the Internet
in, e.g., Internet cafe hot spots. Still, WLAN can also be used in
more demanding environments as the standards include many security
features commonly not used in typical deployment scenarios (e.g.
the HUT Aalto network). This topic is about taking a look at the
various current security measures in IEEE 802.11 WLAN technology,
and what future mechanisms are foreseen. 

Good sources include IEEE, ACM and Elsevier databases for
scientific publications. 


