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• Janne Lindqvist and Sanna Liimatainen, VERKKOKE: Online Teaching Environment for Telecommunications Software and Routing, One 

page abstract in Proceedings of The Eleventh Annual Conference on Innovation and Technology in Computer Science Education - ITiCSE'06, University of Bologna, 
Italy, 26-28 June 2006. [Online (ACM)] 

• Janne Lindqvist, Sanna Liimatainen and Tuomo Katajamäki, Secure Pairing Architecture for Wireless Mobile Devices, in Proceedings of IEEE 63rd 
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• Janne Lindqvist, Suspend Mode Mobility Management Problem, in Proceedings of the 6th IEE International Conference on 3G and Beyond - IEE 3G 
2005, London, 7.11. - 9.11.2005, p. 245-248. [Online] 

• Technical Reports
• Petri Kärhä, Jaakko Hollmen, Satu Karling, Jaakko Kujala, Petri Kuosmanen and Janne Lindqvist, Opinnäytetyön ohjaus Teknillisessä korkeakoulussa, 

Helsinki University of Technology Metrology Research Institute Report 28/2005. [Online] 
• Teemu Koponen, Janne Lindqvist, Niklas Karlsson, Essi Vehmersalo, Miika Komu, Mika Kousa, Dmitri Korzun and Andrei Gurtov, Overview and Comparison 
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Topics

• Group Address Configuration for Multicast Groups

• Anonymous routing

• Network Perimeter Protection



Group Address Configuration for Multicast Groups: 
Related Work

• Janne Lindqvist, Antti Ylä-Jääski and Jukka Manner, Resilient IPv6 Multicast 
Address Allocation in Ad Hoc Networks, in Proceedings of the 2006 
IEEE International Workshop on Wireless Ad-hoc and Sensor Networks - IWWAN 
2006, New York, 28-30 June 2006. 

• We have shown that random address 
allocation is the most secure and 
bandwidth-efficient way to allocate 
multicast addresses in ad hoc networks.



Objective for Seminar Paper

• What is the state of the art in informing possible 
group members that a multicast group is available.
– Broadcast push?

– Broadcast pull?

– Etc.

• Analysis of the state of the art, security, bandwidth, 
etc.



State of the Art in Anonymous Routing

• Katti et al. “Slicing the Onion: Anonymous Routing 
without PKI” 4th ACM Workshop on Hot Topics in 
Networks (HotNets), Nov. 2005

• Lots of anonymous routing for ad hoc networks.



State of the Art in Network Perimeter 
Protection

• Firewalls
– Traditional packet filtering
– NATs
– Application Proxies

• IPsec gateways
• Management issues?
• Martin Casado et al. “SANE: A Protection 

Architecture for Enterprise Networks” 
15th USENIX Security Symposium  


